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The size of the prize
Gartner
• 5% CASB market penetration in 2016 rising to 85% by 2020
• by 2020 95% of cloud data losses due to employees
• By 2018, the 60% of enterprises that implement CASB will experience one-

third fewer security failures.
• By 2018, 40% of Office 365 deployments will rely on third-party tools, increase 

from fewer than 10% in 2015.

Symantec
• 1000% CASB growth YoY in the UK, 3x growth Q on Q in the UK

• Average CASB deal size - $100k
• Average CASB deal time – 75 days
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‘Market Guide for CASB’ October 20 2016:

How to Enhance the Security of Office 365 15 November 2016:

CASB platforms deliver the 
best features and 
performance 24 February 
2017
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Why enterprises need CASB

Find what cloud apps my 
users accessing and how 
risky they are.”

Allow me to see where 
sensitive data is going 
into SaaS apps and help 
me control sharing” 

Shadow IT Shadow Data
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CASB 1.0

ContentIQ™StreamIQ™ ThreatScore

Visibility Threat ProtectionData Security
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Symantec* Named a Leader 
with the Highest Score in 
Current Offering in Cloud 
Security Gateway (CASB)

First Forrester Wave in 
Cloud Security Gateway 
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Symantec Endpoint 
(SEP) for Shadow IT 

Visibility

Malware, Crimeware, 
Ransomware & Sandboxing for 

Cloud Content

VIP Access Mgr (SSO) &
Adaptive Authentication

ProxySG & WSS for 
Shadow IT Control

Symantec DLP for 
Cloud Content

CASB 2.0

Endpoint 

Security

Data Loss

Prevention

User Authentication

ATP

Web Security

8

User-based selective 
encryption for Cloud 
Content

Encryption

Hyper
integrated
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Who Should You Talk To?
• Go as high as you can: 

the final decision is made or approved 
at the executive layer or CISO

• Often one department is the Buyer: 
who it is usually depends on use case

• Many departments can influence the 
Buyer: 
leverage the relationships you have

• After purchase: the trio who does most 
of the work to run the solution

• IT Security Analyst

• Network Security Architect

• DLP Manager

CISO
Department 

VPs/Directors

IT Security

InfoSec

Network IT/Security

DLP

Risk & Compliance

Info Recovery

Cloud application 
owner

Copyright © 2017 Symantec Corporation



www.thinkyouknowsymantec.com

Working Together to Secure the Cloud Generation

Your Conversation Starter

Are you using 
or planning to 
adopt any cloud 
apps?”

answer:

“Yes”

Can we help you make 
sure you are not?”

“You likely have some cloud app use in your 
organization. On average, organizations discover 
they are using 928 cloud apps. 

We’ve had customers certain they were not using 
cloud apps, who discover thousands of apps in 
use by their workforce.” 

I’d like to give 
you a free 
Shadow IT 
Risk 
Assessment.”

“Take a look at 
CloudSOC Audit and 
ProxySG/WSS with 
AppFeed, and the 
integration with SEP.”

What cloud apps 
do you use?”

Are you doing anything to make 
sure confidential data shared in 
that app doesn’t get exposed?”

If Office 365, Google Apps, Box, 
Dropbox, or Salesforce…

I’d like to offer a free Shadow 
Data Risk Assessment for one of 
these apps.”  

“Take a look at CloudSOC
Securlets & Gateway, and 
integration with DLP, VIP, & 
ICE.”

answer:
“I don’t know”

Or

“No”
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Would you like to 
discover and control 
use of Shadow IT 
in your organization?”Do you already 

use any Symantec 
or Blue Coat 
products?

Introduce App Feed concept: 

• Gain visibility of 20K+ apps, 

• Control use of these apps, 

• Leverage existing ProxySG
hardware vs. purchasing new 
boxes from CASB vendors, 

• Harness CloudSOC for more 
in-depth analysis

“On average, organizations 
discover about 928 cloud 
apps in use.” 

If ProxySG
or WSS… I’d like to give 

you a free 
Shadow IT Risk 
Assessment.”

“You can leverage your 
ProxySG and/or WSS 
with CloudSOC CASB for 
visibility and control 
over the use of cloud 
apps.”

Introduce AppFeed
and CloudSOC Audit. 

Would you like to 
extend your DLP to 
govern confidential 
data in cloud apps?”

answer

:SWG

Secure Web 
Gateway

Introduce Quick DLP Benefits Overview: 
• Extend your existing DLP policies to the 

cloud without any modifications
• Leverage single console to manage DLP on 

prem and in cloud
• Avoid inefficiencies of ICAP solutions from 

3rd party CASBs

“On average, organizations have 25-27% of cloud-
stored files and emails that are exposed.” 

What apps 
do you use?”

If use Office 365, Google Apps, 
Box, Dropbox, or Salesforce…

answer

:DLP I’d like to give you a 
free Shadow Data 
Risk Assessment.”

“You can remediate exposures and 
extend your existing DLP to the 
cloud with CloudSOC CASB for 
data security.”

Introduce CloudSOC Securlets & 
Gateway and DLP Cloud 
integration, be sure to mention 
integration with VIP, & ICE too.
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CASB Campaigns-in-a-box
3 Email Series – Download from

http://info.exclusive-networks.co.uk/Think-You-Know-Symantec-Campaigns.html

http://info.exclusive-networks.co.uk/Think-You-Know-Symantec-Campaigns.html

