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1RZDGD\V��ZLWK�UDQVRPZDUH�DWWDFNV¬HVFDODWLQJ¬DW�DQ�DODUPLQJ�UDWH��PDQ\�SHRSOH�
still believe that only businesses are being attacked. But the reality is, recent years 
KDYH�VHHQ�D�VKDUS�ULVH�LQ�DWWDFNV�DW�VFKRROV��FROOHJHV��DQG�XQLYHUVLWLHV��'RQ·W�WKLQN�
WKDW¬DWWDFNHUV�ZLOO�VSDUH�HGXFDWLRQ�²�LW·V�D�ULFK�WDUJHW�DV�HGXFDWLRQ�LQVWLWXWLRQV�UDPS�
up online learning. The collaborative data stored in commonly used cloud 
environments, such as Microsoft Office 365 is a rich target for attackers that want 
their victims to pay ransoms quickly. 

Misconception 1: Microsoft is responsible for backing up Office 365.

Reality: Microsoft is responsibility for service availability, not data backup and 
recovery – and says so in the services agreement.

Misconception 2:�:H�FDQ�VLPSO\�EDFN�XS�2IILFH�����GDWD�LQWR�WKH�VFKRRO·V�
RQ�SUHPLVHV�HQYLURQPHQW�

Reality:�:KDW�LI�\RXU�RQ�SUHPLVHV�LQIUDVWUXFWXUH�LV�WDNHQ�RYHU�E\�UDQVRPZDUH�RU�
damaged in a disaster? Best practice is to have at least 3 copies of your data at 
all times.

Barracuda Cloud-to-Cloud Backup is the answer. Offered as 
VRIWZDUH�DV�D�VHUYLFH��LW�DOORZV�\RX�WR�MXVW�ORJ�LQ��FRQILJXUH��DQG�WKHQ�EDFN�XS�GDWD�
to the cloud easily – get started from signup to running your first backup in 5 
minutes. You can restore the whole mailbox or individual emails, and 
6KDUH3RLQW�2QH'ULYH�7HDPV�GDWD�DQG�KDYH�WRWDO�SHDFH�RI�PLQG�DJDLQVW�
ransomware. Act now!

$UH�\RX�VXUH"�'RQ·W�EHOLHYH�WKHVH�PLVFRQFHSWLRQV�

One key point about any backup is that it needs to be “air gapped” so that if your 
school network is compromised the attackers cannot get from there to your backup 
environment and infect or disable it. Your backup is your last line of defense 
against ransomware. 

What is The Bitterest Lesson to 
Learn at School? 
Hackers will Let You Know!

´'RQ·W�ZRUU\��RXU�GDWD�LV�SURWHFWHG�µ
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